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Aim of the workshop: 

The aim is to exchange knowledge about cybersecurity regulation 

and policy, including: best practices to assure the network security 

and privacy of end users through regulations/policy, measures, 

strategies or techniques; the status of initiatives/measures taken to 

ensure security in devices intended to connect to the Internet, 

particularly IoT devices; best practices adopted by regulators to 

inform end users about cybersecurity risks; experience with the 

implementation of a national cybersecurity strategy; next steps 

regarding cybersecurity regulation/policy. 

 
 

Experts: 

 Mr David Cantón Araujo 
Specialist at the Operations Office 
INCIBE, Spain 

 Mr Juhani Eronen 
Chief Specialist 
FICORA, Finland 

 Mr Mark Sayers 
Deputy Director, Cyber and Government Security 
Cabinet Office, United Kingdom 

 Mr Loudovikos Marinos 
Security Expert 
EU Agency for Network and Information Security (ENISA) 
(via videoconference) 

 Mr Charles Brookson 

Director, Zeata Security Ltd. 
on behalf of the European Telecommunications Standards Institute (ETSI) 
(via videoconference) 

 



 

 

 

Day 1: Monday 11 September 2017 

 
 

 09:00 Opening and introduction 

 Ms Immaculada Roca i Cortés, Deputy Head of EU Delegation to Mexico 

 Mr. Juan Carlos Hernández Wocker Head of the International Bureau, IFT 

 09:30 Current status, legal framework in Mexico regarding cybersecurity and the Federal 
Telecommunications Institute (IFT & other Mexican agencies) 

 Mr Ernesto Ibarra Sánchez, Deputy Director-General for Legal Affairs, National 
Digital Strategy  

 Mr Marcos Rosales, Head of the Cybernetic Research and Technological 
Operations Unit, Office of the General Prosecutor  

 Ms Nimbe Ewald, General Director of Technical Regulation, IFT 

 Mr Jesús Coquis, Director of User Regulation, IFT 

 10:45 Break and networking 

 11:00 Implementing a national cybersecurity strategy – actors & roles, lessons learnt, 
challenges ahead; role of the regulator 

 Mr David Cantón Araujo, INCIBE, Spain 

 Mr Juhani Eronen, FICORA, Finland 

 12:30 Lunch 

 14:00 Implementing a national cybersecurity strategy – actors & roles, lessons learnt, 
challenges ahead; role of the regulator. 

 Mr Mark Sayers, United Kingdom 

 14:45 Q&A 

 15:15 Break 

 15:30 Regulatory/public policy to assure network/infrastructure security as well as privacy 
of end users of such networks (emphasising technical aspects, e.g. network 
management) 

 Mr David Cantón Araujo, INCIBE, Spain 

 16:15 Q&A 

 16:30 Wrap-up 

 16:45 End of the first day 

 

  



 

 

 

Day 2: Tuesday 12 September 2017 

 
 

 09:00 Welcome 

 09:15 Perspective of ETSI (European Telecommunications Standards Institute) - 
Initiatives/measures taken (or to be taken) to ensure security in devices intended 
to connect to the Internet, particularly IoT devices (e.g. technical specifications in 
standards/technical regulations) 

 Mr Charles Brookson, ETSI (via video-conference) 

 10:00 Regulatory/public policy to assure network/infrastructure security as well as 
privacy of end users of such networks (emphasizing technical aspects, e.g. network 
management) 

 Mr Juhani Eronen, FICORA, Finland 

 10:45 Break 

 11:00 Regulatory/public policy to assure network/infrastructure security as well as 
privacy of end users of such networks (emphasizing technical aspects, e.g. network 
management) 

 Mr Mark Sayers, United Kingdom 

 11:45 Q&A 

 12:30 Lunch  

 14:00 Initiatives/measures taken (or to be taken) to ensure security in devices intended 
to connect to the Internet, particularly IoT devices (e.g. technical specifications in 
standards/technical regulations) 

 Mr Mark Sayers, United Kingdom 

 Mr David Cantón Araujo, INCIBE, Spain 

 15:00 Break 

 15:15 Initiatives/measures taken (or to be taken) to ensure security in devices intended 
to connect to the Internet, particularly IoT devices (e.g. technical specifications in 
standards/technical regulations) 

 Mr Juhani Eronen, FICORA, Finland 

 15:45 Q&A 

 16:30 Wrap-up 

 16:45 End of the second day 

 



 

 

 

Day 3: Wednesday 13 September 2017 

 
 

 09:00 Welcome 

 09:15 Recommendations, policy development and its implementation on cybersecurity 

- IoT, Smart and Critical Infrastructures 

- Cybersecurity standards and certification 

- Threat and Risk Management (users) 

 Mr Loudovikos Marinos, ENISA (via video-conference) 

 10:00 Panel on best practices to inform end users about cybersecurity risks (e.g. in 
networks, devices): focus on data protection and network risks 

All EU MS speakers 

 11:00 Break 

 11:15 Panel on best practices to inform end users about cybersecurity risks (e.g. in 
networks, devices): focus on education in cybersecurity, mechanisms of information 
and materials for users 

All EU MS speakers 

 12:30 Lunch 

 14:00 Panel on future cyber threats & the role of the regulator 

All EU MS speakers 

 15:00 Q&A 

 16:30 Wrap-up, conclusions 

 16:45 End of the mission 

 

 

 
 
 
 
 
  



 

 

 

 
This meeting is being organised by the 

Technical Assistance Information Exchange Instrument 
of the European Commission 

with funding from the Partnership Instrument 
 

http://ec.europa.eu/taiex 
 

 
 

TAIEX on Twitter: #EUTaiex 
NEAR-TAIEX@ec.europa.eu; Telephone: +32-2-296 73 07  
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